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Introduction

In IBM, the Chief Executive Officer and senior executives are responsible for setting the
standard for business ethics and clearly stating what is required of all IBM employees.

As IBM employees, we frequently encounter a variety of ethical and legal questions.
The way we decide these issues should be consistent with IBM's basic values and
principles. 1BM expects all employees to obey the law and to act ethically. This booklet
provides general guidance for resolving a variety of legal and ethical questions for
employees of IBM and its subsidiaries. Employees who work in marketing and
specialized areas such as government procurement and regulatory matters (e.g.,
environmental, export, tax and customs) must also comply with additional functional
guidelines.

Our industry continues to undergo significant changes. As a whole, these changes make
the ways in which we do business more complex. Because of the continuing need to
reassess and clarify our practices, the contents of this booklet will be kept online and
updated as required

Each section of this booklet covers an area in which we have responsibilities to IBM as
employees:

- Personal conduct and protection of IBM's assets
- Obligations in conducting IBM's business with other people and organizations

- Conflicts of interest and other considerations affecting IBM that may arise on our
own time

- Competition law as it relates to IBM and to each of as.

Because rapid changes in our industry constantly pose new ethical and legal
considerations, no set of guidelines should be considered the absolute last word under
all circumstances. If you have any questions about interpreting or applying these
guidelines-or about guidelines and procedures published by IBM operating units,
subsidiaries or specific functions-it is your responsibility to consult your manager or
IBM legal counsel.
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You and Your Job in IBM

When is your personal conduct a concern to IBM ?
What are your obligations regarding IBM assets ?
What should you be aware of when recording and
reporting information ?

Communications Channels

If you are aware of an unlawful or unethical situation, IBM has several ways in which
you can bring this to the company's attention. Your manager is the best place to start,
but you can aiso contact IBM legal counsel or use the Speak Up program. Or, you can
use the Open Door policy which allows you to pursue your issue with any higher level
of management. All employee reports of unlawful or unethical conduct will be
investigated promptly. IBM will not tolerate threats or acts of retaliation or retribution
against employees for using these communications channels.

Personal Conduct

IBM's hard-earned reputation for the highest standards of business conduct is never
taken for granted. It rests, not on periodic audits by lawyers and accountants, but on the
high measure of mutual trust and responsibility that exists between employees and the
company. It's based on you as an individual acting in accordance with IBM's business
conduct guidelines.

Ethical behavior on the job essentially comes down to honesty and fairness in dealing
with other employees and with customers, suppliers, competitors, the government and
the public. It's no exaggeration to say that IBM's integrity and reputation are in your
hands.

IBM's basic belief of respect for the individual has led to a strict regard for the privacy
and dignity of each employee. However, when IBM management determines that your
personal conduct on or off the job adversely affects your performance, that of other
employees, or the legitimate interests of the company, it may become a concern to IBM.
Employees who are found to have engaged in unlawful or unethical behavior are subject
to disciplinary measures, including dismissal.
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Work Environment

IBM strives to provide all employees with a healthy, safe and productive work
environment. This work environment extends beyond such physical conditions as well-
swept floors or the absence of hazards in a laboratory or a plant. The IBM work climate
also must be free from discrimination and harassment based on race, color, religion, sex,
sexual orientation, age, national origin, disability, veteran status or other factors that are
unrelated to IBM's legitimate business interests. IBM will not tolerate sexual advances,
actions, comments, or any other conduct in the workplace that creates, in the judgment
of IBM management, an intimidating or otherwise offensive environment. Similarly, the
use of racial or religious slurs - or any other remarks, jokes, or conduct that, in the
judgment of IBM management, encourages or permits an offensive work environment -
will not be tolerated.

If you believe that you are subject to such conduct, you should bring such activity to the
attention of the company, either by informing your manager or using the Speak Up
program or the Open Door policy. All employee complaints of such conduct will be
investigated promptly. Employees who are found to have engaged in harassment or
discrimination, or to have misused their positions of authority in this regard, are subject
to disciplinary measures, including dismissal.

Some other activities that are prohibited because they clearly are not conducive to a
good work environment are: (1) threats, (2) violent behavior, (3) the possession of
weapons of any type, and (4) the use, distribution, sale or possession of illegal drugs or
any other controlled substance, except for approved medical purposes. In addition,
employees should not be on IBM premises or in the IBM work environment if they are
under the influence of or affected by such illegal drugs, controlled substances used for
non-medical purposes, or alcohol. Employees who engage in any of these prohibited
activities are subject to disciplinary action, including dismissal,

Employee Privacy

IBM coliects or maintains personal information which relates to your employment,
including medical and benefit information. Access to such information is restricted to
people with a need to know. Personal information is released outside IBM or its agents
only with employee approval, except to verify employment or to satisfy the legitimate
requirements of a successor to IBM's business operations or in response to appropriate
investigatory or legal requirements. Employees who are responsible for maintaining
personal information and those who are provided access to such information must ensure
that the information is not disclosed in violation of IBM's policies or practices.
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Protecting IBM's Assets

IBM has a large variety of assets. Many are of great value to [BM's competitiveness and
success as a business.

They include not only our extremely valuable proprietary information, but also our
physical assets. IBM proprietary information pertains to intellectual property, typically
the product of the ideas and hard work of many talented IBM people. It also includes
the confidential data entrusted to many employees in connection with their jobs.

Protecting all of these assets is very important. Their loss, theft or misuse jeopardizes
the future of IBM.

For this reason, you are personally responsible not only for protecting IBM property
entrusted to you, but also for helping to protect the company's assets in general. Here is
where your awareness of security procedures can play a critical role. You should be
alert to any situations or incidents that could lead to the loss, misuse or theft of company
property. And you should report all such situations to the security department or your
manager as soon as they come to your attention.

What types of assets should you be concerned about protecting And what are your
responsibilities in this regard?

Proprietary Information

Proprietary information is information that is the property of IBM and is usually
classified under the IBM classification system. Such information includes the business,
financial, marketing, and service plans associated with products. It also includes
personnel information, medical records, and salary data. Other proprietary information
includes: designs; engineering and manufacturing know-how and processes; IBM
business and product plans with outside vendors and alliance companies; a variety of
internal databases, and patent applications and copyrighted material, such as software.

Much of this information is called intellectual property, and represents the product of
the ideas and efforts of many of your fellow employees. Also, it has required substantial
investments by IBM in planning, research and development.

Obviously, if competitors could secure proprietary information such as product design
specifications without making the same substantial investment in research and
engineering, they would be getting a free ride on IBM's investment. Pricing information
and marketing plans are also highly useful to competitors.
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The value of this proprietary information is well known to many people in the
information industry. Besides competitors, they include industry and security analysts,
members of the press, consultants, customers, and other so-called "IBM watchers.”
Some of these individuals will obtain information any way they can. Regardless of the
circumstances, IBM alone is entitled to determine who may possess its proprietary
information and what use may be made of it, except for specific legal requirements such
as the publication of certain reports.

As an IBM employee, you probably have access to information that the company
considers proprietary. Given the widespread interest in IBM - and the increasingly
competitive nature of the industry - the chances are you probably have contact with
someone interested in acquiring information in your possession. So it's very important
not to use or disclose proprietary information except as authorized by IBM, and to
provide adequate safeguards to prevent the loss of such information.

Inadvertent Disclosure

The unintentional disclosure of proprietary information can be just as harmful as
intentional disclosure.

To avoid unintentional disclosure, never discuss with any unauthorized person
proprietary information that has not been made public by IBM. This information
includes unannounced products, prices, earnings, procurement plans, business volumes
and capital requirements. Also included are: confidential product performance data;
marketing and service strategies; business plans; and other confidential information.
Furthermore, you should not discuss confidential information even with authorized IBM
employees if you are in the presence of others who are not authorized - for example, at a
trade show reception or in a public area such as an airplane. This also applies to
discussions with family members or with friends, who might innocently or inadvertently
pass the information on to someone else.

Finally, keep in mind that harmful disclosure may start with the smallest leak of bits of
information. Such fragments of information you disclose may be pieced together with
fragments from other sources to form a fairly complete picture
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Direct Reguests for Information

If someone outside the company asks you questions about IBM or its business activities,
either directly or through another person, do not attempt to answer them unless you are
certain you are authorized to do so. If you are not authorized, refer the person to the
appropriate source within the company. Industry analysts should be referred to IBM
Consultant Relations as soon as possible. Under no circumstances should you continue
contact without guidance from IBM Consultant Relations. If you are approached by
security analysts or investors, you should refer them to your local communications
manager or to the Office of the Treasurer. If you receive a request for information or to
conduct an interview from an attorney, an investigator, or any law enforcement officer,
and it concerns IBM's business, you should refer the request to IBM legal counsel.
Similarly, unless you have been authorized to talk to reporters, or to anyone else writing
about or otherwise covering the company or the industry, direct the person to the
information specialist in your communications department. If you do not know what
functional area the questioner should be referred to, ask your manager.

Disclosure and Use of Confidential Information

Besides your obligation not to disclose any IBM confidential information to anyone
outside the company, you are also required as an employee to use such information only
in connection with IBM's business. These obligations apply whether or not you
developed the information yourself. And they appily by law in virtually all countries
where IBM does business.

Agreement Regarding Confidential Information and Intellectual Property

When you joined IBM, you were required to sign an agreement under which you, as an
employee of IBM, assumed specific obligations relating to the treatment of confidential
information. Under the agreement, when you are employed in a managerial, technical,
engineering, product planning, programming, scientific or other professional capacity,
you assign to IBM the rights to any ideas, inventions and computer programs and
documents that you develop if they relate to the company's actual or anticipated
business, or either result from or are suggested by any work assigned to you by IBM.
Subject to the laws of each country, this obligation applies no matter where or when - at
work or after hours - such intellectual property is created. The existence of this
intellectual property must be reported to IBM, and the property must be protected like
any other proprietary information of the company. However, if you believe that your
idea, invention or computer program neither falls within the area of IBM's actual or
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anticipated business interests, nor resulted from nor was suggested by any of your work
assignments in IBM, you should discuss the matter with your local intellectual property
law department. You may request a written disclaimer of ownership from IBM.
Throughout your IBM employment you should provide your local intellectual property
law department with copies of any patent you obtain.

Copyrightable Material

In most cases, the copyrights in employee-generated works of authorship, such as
manuals and computer programs, are automatically owned by IBM through operation of
law. In other cases, title to the copyrights is given to IBM by contractual provisions.
IBM considers it important to limit the distribution of copyrightable material within
IBM to that in which the copyright is owned by or appropriately licensed to IBM. To
ensure that material not owned by IBM is appropriately licensed, IBM may request a
license from you before you will be permitted to place copyrightable material into or on
any IBM-owned distribution channel, including internal mail and electronic channels
such as conferencing disks, VM or PROFS. This license may be requested whether you
or IBM actually owns the material. If there is a question of ownership, you should
consult your manager before you distribute material in IBM through any distribution
channel. Your manager may consult IBM legal counsel to determine whether you will
be permitted to place the material in the particular distribution channel

Leaving IBM

If you leave the company for any reason, including retirement, you may not disclose or
misuse IBM confidentia! information. Also, IBM's ownership of intellectual property
that you created while you were an IBM employee continues after you leave the
company.

Legal Remedies

Regrettably, there have been significant cases in which IBM's intellectual property has
been wrongfully taken or misused. In some of these instances, IBM has not limited its
response to disciplinary action against offending employees, but has taken legal action
against everyone involved as well. Also, a number of individuals, including former IBM
employees, have been prosecuted for their actions by government authorities and
convicted of crimes for their part in stealing information.

IBM will continue to take every step necessary, including legal measures, to protect its
assets.
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Use of IBM's Assets

IBM equipment, systems, facilities, corporate charge cards and supplies must be used
only for conducting IBM's business or for purposes authorized by management.

Personal items, messages or information that you consider private should not be placed
or kept in telephone systems, office systems, offices, work spaces, desks, credenzas or
file cabinets; IBM management may gain access to these areas when required.
Employees should not search for or retrieve articles from another employee's work space
without prior approval from management.

Supplies

An increasing number of employees own equipment that uses IBM supplies such as
ribbons and diskettes. Since these supplies are readily available at company work
locations, the question of making personal use of them frequently arises. The answer is
clear: employees may not use IBM supplies for personal use.

Internal IBM Information Systems

The increasing reliance placed on internal information and communications facilities in
carrying out IBM business makes it absolutely essential to ensure their integrity. Like
other IBM assets, these facilities and the information they make available through a
wide variety of databases should be used only for conducting IBM business or for
purposes authorized by management. Their unauthorized use, whether or not for
personal gain, is & misappropriation of IBM assets.

While IBM conducts routine audits to help ensure that company systems, networks and
databases are being used property, it's your responsibility to make sure that each use you
make of any IBM system is authorized and proper.
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Recording and Reporting Information

You should record and report all information accurately and honestly.

Every employee records information of some kind and submits it to the company. For
example: a secretary fills out a time card; an engineer fills Out a product test report; a
marketing representative reports equipment installed; a financial analyst records
revenues and costs; a scientist prepares a research report; a field engineer completes a
service call record. Expense accounts are another important record. Employees are
entitled to reimbursement for reasonable expenses but only if those expenses are
actually incurred. To submit an expense account for meals not eaten, miles not driven,
airline tickets not used, or for any other expense not incurred is dishonest reporting and
is prohibited.

Dishonest reporting of information to organizations and people outside the company
also is strictly prohibited. It could lead to civil or even criminal liability for you and
IBM. This includes not only reporting information inaccurately, but also organizing it in
a way that is intended to mislead or misinform those who receive it. Employees must
ensure that they do not make false or misleading statements in external financial reports,
environmental monitoring reports and other documents submitted to or maintained for
government agencies, or status reports on contracts, particularly in situations where IBM
is selling goods or providing services to the government.
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Conducting IBM's Business

What business conduct, legal and ethical issues might
you encounter in dealing with outside organizations
and people ? What are the proper ways of handling these issues ?

Some General Standards

Today, IBM is engaged in a variety of business relationships with other companies and
organizations, including authorized business partners, alliance companies and other
equipment manufacturers. More than one kind of relationship often exists between IBM
and these organizations at the same time. For example, a firm that is an IBM customer
or alliance partner may concurrently be a supplier and an IBM competitor, No matter
what type of organization you are dealing with or what its relationship is to IBM, you
should always observe the following general standards.

Aveid Misrepresentation

Never make misrepresentations or dishonest statements to anyone. If you believe that
the other person may have misunderstood you, promptly correct any misunderstanding.
Honesty based on clear communication is integral to ethical behavior. The resulting
trustworthiness is essential to sound, lasting relationships.

Refrain From Using IBM's Size Unfairly

IBM has achieved its size through legitimate business success over many years. And
there is certainly no need to apologize for it. That said, you should never use the fact of
IBM's size to intimidate or threaten another person or organization. In other words, do
not throw IBM's weight around in dealing with other companies, organizations or the
public.

However, there is nothing wrong with citing legitimate advantages that accrue from our
size -as long as such assertions are accurate and free from misleading statements. For
example, it is permissible to discuss the advantages that derive from large-scale buying,
selling, servicing and manufacturing. Whenever you are discussing any aspects of
IBM's size, you should make sure that your statements are accurate and relevant, and not
misleading. For example, you may discuss IBM's national service coverage or the broad
range of our product offerings as long as such references are accurate and relevant in
demonstrating IBM's capability to meet a particular customer's need,
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Treat Everyone Fairly

Everyone you do business with is entitled to fair and even-handed treatment. That
should be true no matter what your relationship with an outside organization may be -
whether you are buying, selling or representing IBM in any other capacity.

IBM will continue to compete vigorously in bidding for government and commercial
business. If circumstances require modified pricing or service terms, the modifications
must be specifically approved by the appropriate level of management. Never extend
any modified service or contract terms to government or commercial enterprises without
prior authorization.

IBM extends appropriate terms to each type of customer. For example, distributors,
dealers, other equipment manufacturers and end users purchase certain IBM equipment
under different terms. However, within each category, IBM endeavors to conduct its
business so that all customers who are procuring under similar business conditions are
treated fairly.

You also must treat all suppliers fairly. In deciding among competing suppliers, weigh
all the facts impartially. You should do so whether you are in a purchasing job, a branch
office or any other part of the business -and whether you are buying millions of parts or
just a few, or contracting for a small repair job or any other service,

Whether or not you are in a position to influence decisions involving the evaluation or
selection of suppliers, you must not exert or attempt to exert influence to obtain "special
treatment” on behalf of a particular supplier. Even to appear to do so can undermine the
integrity of out established procedures. 1BM uses a competitive evaluation process to
maintain equity in selecting suppliers. Prices and other information submitted by
suppliers and IBM's evaluation of that information are confidential to IBM. Employees
and former employees may not use any of this information outside of IBM without
written permission from management. It is essential that suppliers competing for IBM's
business have confidence in the integrity of our selection process.
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Avoid Reciprocal Dealing

Seeking reciprocity is contrary to IBM policy and also may be unlawful. In other words,
you should not tell a prospective supplier that your decision to purchase its goods or
services is contingent on the s supplier's agreement to purchase IBM products or
services. To avoid allegations of reciprocal dealing, do not tell a prospective customer
that IBM deserves its business because of IBM's purchases from that customer. ’

This does not mean that an IBM customer is precluded from being an IBM supplier. It
simply means that IBM's decision to buy goods and services from a supplier must be
made independently from that supplier's decision to purchase IBM products and
services.

Report Violations of Procurement Lau's

IBM employees should make known to appropriate levels of management any
allegations that government procurement laws have been violated. This may be done
directly through your manager, through the Open Door or Speak Up programs, through
IBM legal counsel, marketing or business practices or any other established channels.

Retribution against employees for reporting such allegations will not be tolerated.
Subject to any applicable legal requirements, employee anonymity and confidentiality
will be protected.

Fairness in the Field

If you work in a marketing or service activity, IBM asks you to compete not just
vigorously and effectively, but fairly as well.

Disparagement

It has long been IBM's policy to sell products and services on their merits, not by
disparaging competitors, their products or their services. False or misleading statements
and innuendos are improper. Don't make comparisons that unfairly cast the competitor
in a bad light. Such conduct only invites disrespect from customers and complaints from
competitors.

In short, stress the advantages of IBM products and services, and be sure that all
comparisons are fair and accurate.
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Disclosure of Unannounced Products

IBM does not disclose unannounced offerings to a prospect or a customer that have not
been disclosed to customers generally There are exceptions. One is when the national
interest is involved. Another is when a customer works with IBM under a formal
agreement to develop or test new products, programs, services or distribution plans. In
addition, IBM will make limited disclosures to provide planning direction to customers.

For-these exceptions and other special situations, there are specific procedures to be
followed. And for each, appropriate authorization must be obtained.

Selling Against Competitive Orders

If a competitor already has a firm order from a customer for an application, it is IBM
practice not to market IBM products or services for that application before it is installed.

What is a "firm order"? Letters of intent, free trials, conditional agreements and similar
arrangements usually are not considered firm orders; unconditional contracts are.
Generally, if a firm order does not exist, you may sell to that customer. However, this is
a complicated subject, and as a result it is often difficult to determine if a firm order
actually exists. When a situation is unclear, seek advice from your marketing practices
or business practices department or [BM legal counsel.

Multiple Relationships With Other Organizations

Frequently, other organizations have more than one relationship with IBM. For
example, a distributor may be both an IBM customer and a competitor. Another
organization may be an IBM supplier and customer at the same time. A few
organizations may even be suppliers, competitors, distributors, and end users of IBM
products. In addition, IBM has relationships with many other types of organizations that
continue to emerge in our industry. They include leasing companies, software houses,
distributors, dealers, banks and other financial institutions, remarketers, equipment
manufacturers, maintenance companies, systems integrators, third-party programmers
and many others who compete with, buy from or sell to IBM. In any dealings, it is
important that you understand the various relationships involved.

Generally, you should deal with another organization in only one relationship at a time.
For example, if you are buying from another company, don't try to sell to it at the same
time. That could form the basis for a possible allegation of reciprocal dealing, which, as
previously mentioned, should be avoided.
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Complementary Third Parties

IBM has various relationships with complementary third parties to facilitate the
installation of IBM off,-rings. These complementary third parties are outside
organizations that provide end users with information-handling solutions that use or rely
upon an IBM offering,.

If your responsibilities bring you into contact with these third parties, you must follow
the marketing and services guidelines published by your function that describe the
appropriate conduct in dealing with IBM authorized remarketers, IBM authorized
assistants and reference organizations. In addition to their complementary offerings,
some of these third parties market products that compete with IBM. When such
situation arises, you must exercise caution and follow established guidelines.

Business Contacts With Competitors

Because many companies have multiple relationships with IBM, it is important to
recognize when a company you are dealing with, as a supplier or a customer, is also an
IBM competitor. Such relationships require extra care. It is inevitable that you, other
IBM employees, and competitors will, from time to time, meet, talk, and attend the same
industry or association meetings. Many of these contacts are perfectly acceptable as
long as established procedures are followed. Acceptable contacts include: sales to other
companies in our industry; purchases from them; participation in approved joint bids;
and attendance at business shows, standards organizations and trade associations. But
even these contacts require caution.

Prohibitions

In all contacts with competitors, avoid discussing pricing policy, terms and conditions,
costs, inventories, marketing and product plans, mark-et surveys and studies, production
plans and capabilities -and of course, any other proprietary or confidential information.

Collaboration or discussion of these subjects with competitors can be illegal. If a
competitor raises any of them, even lightly or with apparent innocence, you should
object, stop the conversation immediately, and tell the competitor that under no
circumstances can you discuss these matters. If necessary, you should leave the
meeting.

In summary, disassociate yourself and IBM from participation in any possibly illegal
activity with competitors; confine your communication to what is clearly legal and
proper. Finally, report immediately any incident associated with a prohibited subject to
IBM legal counsel.
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Information About Others

In the normal course of business, it's not unusual to acquire information about many
other organizations, including competitors. Doing so ;s a normal business activity and is
not unethical in itself. In fact, IBM quite property gathers this kind of information for
such purposes as extending credit and evaluating suppliers. The company also collects
information on competitors from a variety of legitimate sources to evaluate the relative
merits of its own products, services, and marketing methods. This activity is proper and
necessary in a competitive system.

Acquiring Information

There are, however, limits to the ways that information should be acquired and used,
especially information about competitors. No company should employ improper means
10 acquire a competitor [ s trade secrets or other confidential information.

Flagrantly illegal practices such as industrial espionage, trespassing, burglary,
wiretapping and stealing are obviously wrong. But so is hiring a competitor's employees
to get confidential information. Improper solicitation of confidential data from a
competitor's employees or from IBM customers is wrong. IBM will not tolerate any
form of questionable intelligence-gathering.

Using Information

Information about other companies should be treated with sensitivity and discretion.
Such information is often about individuals. And other companies are rightly concerned
about their reputations and the privacy of their people. Adverse information with no
business use should not be kept or maintained.

When working with sensitive information about other companies, you should use that
information in the proper context and make it available only to other IBM employees
with a legitimate need to know. In presenting such information, you should disclose the
identity of the organization or individuals only if it is necessary. If disclosure is not
necessary, you should present the information in the aggregate or by some other means.

Information Owned by Others

Other organizations, like IBM, have intellectual property they want to protect. So do
individuals. Also like IBM, they are sometimes willing to disclose their confidential
information for a particular purpose. If you are on the receiving end of another party's
confidential information, you must proceed with caution to prevent any accusations that
IBM misappropriated or misused the information.
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Receiving Information That May Be Confidential or Have Restrictions on Its Use

To avoid the risk of IBM being accused of misappropriating or misusing someone's
confidential or restricted information, there are certain steps you should take before
receiving such information. The receipt of confidential or restricted information
(whether oral, visual or written) must not take place until the terms of its use have been
formally agreed to by IBM and the other party. That means a written agreement
approved by IBM legal counsel. Furthermore, unless otherwise delegated, establishing
such an agreement for the receipt of confidential or restricted information of another
party will require the prior written approval of an appropriate IBM executive. Once
another party's confidential or restricted information is properly in your hands, you must
not use, copy, distribute or disclose that information unless you do so in accordance with
the terms of the agreement.

In any case, do not take the status of information for granted. If you have information in
your possession that you believe may be confidential to a third party or may have
restrictions placed on its use, you should consult immediately with IBM legal counsel.

Acquiring Software

Special care should be taken in acquiring software from others. As intellectual property,
software is protected by copyright, and may also be protected by patent, trade secret or
as confidential information. Such software includes computer programs, databases and
related documentation owned by the party you are dealing with or by another party.
Before you accept software or sign a license agreement, you must follow established
procedures. The terms and conditions of such license agreements - such as provisions
not to copy or distribute programs must be strictly followed. Also, if you acquire
software for you, personally owned equipment, you should not copy any part of such
software in any development work you do for IBM, place such software on any IBM-
owned computer system, or generally bring such software onto IBM premises.

Using Trademarks

IBM and many other companies have trademarks -words, names, symbols or devices -
that are used to identify and distinguish the company's products. Some trademarks are
registered in the U.S. Patent and Trademark Office; others are not. For example, the
block plain letters "IBM" and the IBM striped logotype are registered trademarks of
IBM Corporation, indicated by an "® " The term "SAA" is also a trademark of IBM, but
it is not registered. Its trademark status is indicated by "TM." There may be additional
or different trademark designations outside of the U.S.



93

In all countries, it is important that IBM trademarks and the trademarks of other
companies be acknowledged and used properly. Specifically, you should always insure
that the trademark is spelled correctly and written the way the owner of the trademark
writes it. Whenever possible, you should avoid using the trademark as a generic name
and should try to use the trademark as an adjective. Also, you should properly
acknowledge the trademark in publications by indicating the first time the name or word
is mentioned, that the particular name or word is a trademark of IBM or another
company.

You should consult your local Intellectual property law department if you have
questions on the proper use of a trademark.

Bribes, Gifts and Entertainment

Gifts offered to or exchanged by employees of different companies vary widely. They
can range from widely distributed advertising novelties of nominal value, which you
may give or accept, to bribes, which you unquestionably may not give or accept.

You may pay for or accept such customary business amenities as meals, provided the
expenses involved are kept at a reasonable level and are prohibited by law or known
customer business practice. Suppliers, not including IBM, frequently find it necessary
to provide education and executive briefings for their customers. It's all right to provide
or accept some services in connection with this type of activity. For example,
transportation in IBM's or a supplier's plane to and from company locations, as well as
food and lodging at company facilities, generally are acceptable, although subject to
management approval. However, IBM generally expects its employees to use
commercial carriers and facilities.

Receiving

Neither you nor any member of your family may solicit or accept from a supplier or
customer money or a gift that is, or could be reasonably construed to be, connected with
IBM's business relationship with that supplier or customer. Gifts include not only
material goods, but also services, promotional premiums or discounts on personal
purchases of goods or services. However, unless IBM has specified to the contrary, you
may accept promotional premiums and discounts offered by transportation companies,
hotels, auto rental agencies, and restaurants if they are based upon membership in bonus
programs for individuals and are offered to travelers generally. Furthermore, you 'ft of
nominal value, such as an advertising novelty, may accept a gift of nominal value, such
as an advertising novelty, when it is customarily offered to others having a similar
relationship with the customer or supplier. If you have any doubts about a particular
situation, you should consult with your manager.
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If you are offered money or a gift, or if either arrives at your home or office, tell your
manager immediately. Appropriate arrangements will be made to return or dispose of
what has been received, and the supplier or customer will be reminded of IBM's gift
policy.

Referral Fees

When authorized by IBM, marketing people may refer customers to third-party vendors
such as IBM authorized remarketers, IBM authorized assistants, third-party software
organizations or financing houses. However, IBMers may not accept any fee,
commission or other compensation for this activity from anyone except [BM,

You may not give money or any gift to an executive, official or employee of any
supplier, customer, government agency or any other organization if doing so could
reasonably be construed as having any connection with IBM's business relationship,
U.S. law makes bribery of foreign officials who have discretionary authority illegal, and
provides for criminal sanctions against those who fail to comply. This prohibition
applies to both improper payments made directly by U.S. companies and their officers
and those made indirectly through persons who may act for the company. In addition,
U.S. law prohibits the offering or acceptance of "kickbacks," that is, anything of value
offered or accepted for the purpose of obtaining favorable treatment in connection with
a government contract. In countries where local customs call for giving gifts to
customers or others on special occasions, you may, with prior approval, present gifts that
are lawful, appropriate, and of nominal value, provided the action cannot be construed
as seeking special favor.

Relationships With Government Employees

What is acceptable practice in the commercial business environment, such as providing
education, transportation, entertainment or other things of value, may be entirely
unacceptable, and may even violate certain federal, state or local laws and regulations,
in dealings with government employees or those who act on the government's behalf
Therefore, you must be aware of and adhere to the relevant laws and regulations
governing relations between government customers and suppliers.

As a general guideline, during the course of a government agency procurecment, you and
others competing for that procurement should not try to improperly influence the
decisions of, obtain restricted information from, government procurement officials,
including those who act on the government's behalf. Specifically, you should not
undertake directly or indirectly any of the following activities during a government
procurement:
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- Discuss or offer employment or business opportunities which could personally
benefit procurement officials

- Offer or provide gratuities in connection with procurement activity, and/or
- Solicit or obtain proprietary or source selection information.

Furthermore, certain legal restrictions may exist with respect to the hiring by IBM of
former employees of the government who participated personally and substantially on
behalf of the government in a federal agency procurement. You should consult with
IBM management and IBM legal counsel before attempts are made to hire any such
persons.

Finaily, you and others acting on IBM's behalf should promptly report, through
established channels, any actual or possible violations by IBM or others involved in the
procurement.

Besides these general guidelines, it is your responsibility to understand and follow any
additional guidelines that your functional area or IBM unit may have-whether you are in
marketing, engineering, manufacturing, purchasing, or you represent IBM in some other
capacity.

Compliance With Laws

Export

IBM's policy is to comply with all laws and regulations that apply to its business. As
you conduct IBM's business, you may encounter a vartety of legal issues, particularly in
the areas described below. If you have questions on specific laws or regulations, contact
your local IBM legal counsel.

IBM is in a "high technology" industry. As a result, IBM technology in the form of
products and all technical data relating to the design, production and use of those
products is subject to U.S. and foreign export control laws and regulations. This means
that when IBM products and technical data are exported, IBM must obtain an export
authorization from the U.S. or appropriate foreign government.

While most employees are not likely to be involved in the direct export of IBM products
or data, you should be aware of how export law affects the company. Export laws apply
to all international transactions, including intercompany, with suppliers, other equipment
manufacturers, and alliance companies -any relationship where IBM will be involved in
exporting commodities, technical data, software, technical assistance and similar
support.
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It is against the law and IBM policy to facilitate the unauthorized export of IBM
technology. If you have questions on export-related issues, talk with your manager or
your local Export Regulation Coordinator or contact the Export Regulation Office.

Antiboycott

U.S. law prohibits IBM from complying with or supporting a foreign country's boycott
of another country which is "friendly" to the United States. In addition, IBM is required
to report promptly to the U.S. Government any request to support or to furnish
information concerning a boycott. A foreign country or an entity associated with the
country could make the request in a bid invitation, purchase contract, letters of credit, or
orally in connection with a transaction. If you receive or learn of a boycott or related
information request, report it to your manager or IBM legal counsel.

Import

As a major importer, IBM must comply with import regulations and requirements when
engaging in international trade. If you are involved with importing -such as
development process activity requiring non-U.S. sourcing or customer activity requiring
the shipment of parts to another country -you need to be aware of such regulations and
requirements. A failure to comply with the law can result in fines, penalties,
imprisonment and/or a loss of import privileges. If you have questions about U.S.
imports, contact the International Purchasing Office and Distribution Center in Boulder,
Colorado. For questions about non-U.S. imports, contact the local country's import
department.

The Environment

IBM is committed to environmental affairs leadership worldwide. We will comply with
all environmental laws. If there is no law, or if the law does not protect the environment,
we will set and adhere to stringent standards of our own.

If you are involved with processes that affect the environment, you must perform your
job conscientiously. Examples include measuring, recording or reporting discharges and
emissions to the environment or handling hazardous wastes. It is up to you to comply
with environmental regulations and permits and to maintain IBM standards.

As an employee, you have a role to play in protecting the environment. If you become
aware of any violation of environmental law or any action that may appear to conceal
such a violation, you should immediately report the matter to your manager or directly to
IBM legal counsel
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On Your Own Time

What personal activities or circumstance outside work might conflict with your job
responsibilities at IBM ? .
What factors should you consider to avoid a possible conflict of interest ?

Conflicts of Interest

Your private life is very much your own. Still, a conflict of interest may arise if you
engage in any activities or advance any personal interests at the expense of IBM's
interests. It's up to you to avoid situations in which your loyalty may become divided.
Each individual's situation is different, and in evaluating your own, you will have to
consider many factors. The most common types of conflicts are addressed here to help
you make informed decisions. ’

Assisting a Competitor

An obvious conflict of interest is providing assistance to an organization that markets
products and services in competition with IBM's current or potential products or service
offerings. You may not, without IBM's consent, work for such an organization as an
employee, a consultant, or as a member of its board of directors. Such activities are
prohibited because they divide your loyalty between IBM and that organization.

Competing Against IBM

Today, many IBM employees are engaged on their own time In routine activities that
involve personal computers, software or other products that IBM offers to its customers.
Generally, such activities do not result in a conflict of interest. However, employees
should be careful not to become engaged in activities that do conflict with IBM's
business interests.

Obviously, you may not commercially market products or services in competition with
IBM's current or potential product offerings. Such marketing activities are
"commercial" if you receive direct or indirect remuneration of any kind. Although
marketing competing products and services commercially creates unacceptable conflicts
of interest, performing such activities on a noncommercial basis is usually permissible.
However, it would not be permissible if IBM decides that such activity has or may have
more than a minimal impact on {ts current or future business.
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Because IBM is rapidly expanding into new lines of business and new areas of interest,
the company must constantly redraw lines of acceptable activity. It is unlikely that you
will find definitive answers to many of your questions regarding the boundaries of
acceptable activity in published guidelines. It is therefore your responsibility to consult
with your management or IBM legal counsel to determine whether your planned activity
will compete with any of IBM's actual or potential product lines. This should be done
before you pursue any activity that might create a conflict of interest with IBM.

Supplying IBM

Generally, you may not be a supplier to IBM, represent a supplier to IBM, work for a
supplier to IBM, or be a member of its board of directors while you are an employee of
IBM, In addition, you may not accept money or benefits of any kind for any advice or
services you may provide to a supplier in connection with its business with IBM Also,
you may not work on any products or services offered by a supplier to IBM.

Use of IBM's Time and Assets

You may not perform outside work or solicit such business on IBM premises or while
working on IBM time, including time you are given with pay to handle personal matters.
Also, you are not permitted to use IBM equipment, telephones, materials, resources or
proprietary information for any outside work.

Public Service

IBM encourages employees to be active in the civic life of their communities. However,
such service may, at times, place you in a sitvation that poses a conflict of interest with
IBM. As a board or committee member, you may, for example, be confronted with a
decision involving IBM. It might be a decision to purchase IBM equipment or services.
Or it might be a decision by a board of tax assessors or a zoning board that affects IBM
property. In such circumstances, your interest in IBM and your obligation to the civic
organization might pull you in opposite directions. Should you abstain in such a
situation?

The Question of Abstaining

There are several considerations. The law may require you to abstain, depending on
your position in IBM and whether you stand to gain personally from the decision. On
the other hand, there may be circumstances in which the law does not permit you to
abstain. Before making your decision, you should get advice from the civic
organization's lawyer and from IBM legal counsel.
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If the law does not require you to abstain, your participation in such a decision or vote
may still cause substantial embarrassment to you, to the board or committee, or to IBM.
In considering the possible consequences of your decision, it may be helpful to ask
yourself the following questions: How might the story be reported by the press, and how
might your fellow townspeople react to such a story? Should you abstain to preserve the
public trust in your objectivity and integrity? And, will IBM be needlessly embarrassed
by your vote either for or against its interest? Whether or not you finally abstain, you
should make it clear that you are an IBM employee and thereby head off any charges of
trying to conceal your association with IBM. And, if you decide to abstain, state clearly
that you are doing so because there would be a conflict of interest - or the appearance of
one - if you did not.

Your Call-Your Responsibility

Generally, you are the person in the best position to decide whether or not you should
abstain. And how you handle the decision is up to you. It follows, of course, that you
bear the responsibility for your decision.

Participation in Political Life

IBM will not make contributions or payments to political parties or candidates. In many
countries, political contributions by corporations are illegal. IBM will not make such
gifts, even in countries where they are legal. Also, the company will not provide any
other form of support that may be considered a contribution

In this regard, your work time is the equivalent of such a contribution, Therefore, you
will not be paid by IBM for any time spent running for public office, serving as an
elected official or campaigning for a political candidate, unless required by law. You
can, however, take reasonable time off without pay for such activities, if your IBM
duties permit the time off and it is approved by your manager. You also may use
vacation time for political activity, or you may be able to make up political activity time
outside your regular work schedule.

Speaking Out

When you speak out on public issues, make sure that you do so as an individual. Don't
give the appearance that you are speaking or acting on IBM's behalf.

Personal Firancial Interests

You should not have a financial interest in any organization that IBM does business with
if that interest might cause you to have a conflict of interest with IBM. Such
organizations include suppliers, competitors, customers, distributors and alliance
companies.
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Publicly Traded Securities

To determine whether an improper interest exists, ask yourself the following questions:

- What is the extent of the competition or the nature of the relationship between IBM
and the other company? If the other company is in more than one line of business, how
significant is the part that competes with or supplies IBM?

-What is the size of my investment in relation to my salary and other family income,
including income from other investments? Is it significant enough to cause me to take
some action as an IBM employee to protect or enhance my investment?

-Given the nature of my job in IBM, could my actions as an IBM employee affect the
value of my investment in the other company? Could my actions significantly enhance
my investment, even if it is a relatively modest one?

A financial interest is improper if the combination of your job, the amount of your
investment, and the particular company in which you invested could -when viewed
objectively by another person - influence your actions as an IBM employee.

In the case of a supplier or alliance company, if you have anything to do, either directly
or indirectly, in deciding whether IBM does business with that company, you should not
have any financial interest at all in the company

You should not evade these guidelines on investments by acting indirectly through
anyone else.

Closely Held Organizations

Investments in closely held organizations -typically, closely held corporations,
partnerships or even sole proprietorships - raise additional concerns over those in
publicly traded companies. That is because of the closer ties of investors to most closely
held organizations. For example, there are generally relatively few investors, or owners,
of such companies, giving cach a greater stake in ownership; the investors often have a
chance to participate in the company's day-to-day operations; and the investors may be
perceived to be closely identified with the company.
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This relatively close relationship may give the appearance to competitors of the closely
held organization that it derives some benefit from IBM. Such a relationship may also
give the appearance to IBM employees that the investing employee is using IBM's time,
facilities, or confidentia! information for the benefit of the closely held company. For
these reasons, employees may not make any investment in a closely held organization
that is a competitor, supplier, distributor, or organization that remarkets IBM products,
such as Industry Remarketers. Exceptions must be specifically approved by
management with the advice of IBM legal counsel.

Using Inside Information

In the course of your employment with IBM, you may become aware of information
about IBM or other companies that has not been made public. The use of such
nonpublic or "inside" information about IBM or another company for your own financial
benefit not only is unethical, but also may be a violation of law. U.S. law prohibits
insider trading and deceptive practices in stocks and securities; these prohibitions may
apply outside the United States. IBM will not tolerate the improper use of inside
information.

Here are some examples of how you can avoid the improper use of inside information:

-If you know that IBM is about to announce a new product or make a purchasing
decision that could affect the price of the stock of a competitor or supplier, you should
not buy or sell the stock of that company until after the information becomes public.

-Similarly, if you know -that IBM is about to make an announcement that could affect
the price of its own stock, you should not buy or sell IBM stock on the open market until
after the announcement.

-You should not buy or sell the stock of a customer or alliance company based on any
inside information you have about that company.

- If you have nonpublic information that IBM is about to build a new facility or expand
an existing facility, you should not invest in land or in any business near the new site.
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-You should not disclose inside information to IBM employees who do not have a
business need to know, or to anyone outside of IBM.,

As with investments, you should not evade these guidelines by acting through anyone
else.

Someone Close to You Working in the Industry

With the growth in two-career families and the expansion of the industry, you may find
yourself in a situation where your spouse, another member of your immediate family, or
someone else you are close to is a competitor or supplier of IBM, or is employed by one.
While everyone is entitled to choose and pursue a career, such situations call for extra
sensitivity to security, confidentiality and conflicts of interest. The closeness of the
relationship might lead you to inadvertently compromise IBM's interests.

There are several factors to consider in assessing such a situation.

Among them are the relationship between IBM and the other company, the nature of
your responsibilities as an IBM employee and those of the person close to you, and the
access each of you has to your respective employer's confidential information.

You should also be aware that the situation, however harmless it may appear to you,
could arouse suspicions among your associates that might affect your working
relationships. The every appearance of a conflict of interest can create problems,
regardless of the behavior of the IBM employee involved.

To remove any such doubts or suspicions, you should review your specific situation with
your manager to assess the nature and extent of any concern and how it can be resolved.
Frequently, any risk to IBM's interests is sufficiently remote that your manager need
only remind you to guard against inadvertently disclosing IBM confidential information.
However, in some instances, a change in the job responsibilities of one of the people
involved may be necessary.
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You, IBM and Competition Law

What are competition laws ? Why do most countries have them ?
What should you do to assure compliance with them ?

Competition Law and Conduct

Laws governing competition exist in most of the industrialized countries in which IBM
does business. The purpose of competition laws. which also may be known as antitrust,
monopoly, fair trade or cartel laws, is to prevent interference with the functioning of a
competitive market system. While the purpose of such laws is primarily economic, their
effect is often seen as going beyond consumer welfare to protect other values of society,
including individual freedoms.

Under these laws, companies may not enter into agreements with other companies,
however informally, that unreasonably restrict the functioning of the competitive
system. A good example of such a prohibited agreement is one between competitors to
charge the same price for their products. Other examples include: agreements between
competitors to divide marksts, to divide customers or to control their production; a
company's agreement with its suppliers that they will not sell to its competitors, or with
its distributors that they will not handle competitive products. These and any other
agreements that would limit competition are highly questionable if not outright illegal.
All contracts and arrangements between IBM and other persons and companies should
be reviewed by IBM legal counsel, except for arrangements already approved by IBM
legal counsel. These exceptions include standard practices and procedures, as well as
standard types of contracts such as sales and purchasing agreements.

Companies also may violate competition laws without acting jointly with other
companies. For example, they may take actions that unreasonably restrict the
competitive process. If one of the leaders in an industry takes such actions, it may
illegally monopolize or attempt to monopolize its industry or unlawfully abuse its
dominant position. For example, prices that such a company sets for its products or
services are frequently alleged to be in violation of competition laws.
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No prices, whether special or standard, should be established within IBM without prior
review by IBM legal counsel in order to avoid charges that the prices are "predatory,"
"discriminatory," "collusive,” "abusive," Il unfair" or otherwise in violation of
competition laws.

Other individual actions by companies also may be alleged to violate competition laws.
These laws frequently may be unclear in their application to any particular action. To
avoid violations, companies must take into account the purpose of the particular action,
its effect on competitors, its business justification, and other factors to ensure that the
action is not unreasonably restricting competition.

This is obviously an imprecise standard. So, once again, IBM legal counsel should be
consulted throughout the consideration of any action of competitive significance.

IBM's policy is to comply fully with competition laws throughout the world. You can
help by adhering to the business conduct guidelines in this booklet, by being sensitive to
the possibility of legal concerns under competition laws, and by raising any such
concerns with IBM legal counsel.
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PLEASE NOTE...

This booklet summarizes standards and guidelines contained in various documents which
arec available through your line management Du Pont employees are responsible for
familiarizing themselves with the specific policies and administrative procedures as well as
personal compliance.

"Du Pont Company,"” "Du Pont" and "Company" as used herein refers to E. [. du Pont de
Nemours and Company and its subsidiaries, affiliates and joint venture arrangements in which it
has a majority interest or for which the Company has operating responsibility.

The original edition of this guide was published in 1989, This revised edition contains new
material on compliance with the law and provides added emphasis to the key corporate value of
protecting safety, health and the environment.
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"THE DU PONT COMPANY WILL CONDUCT ITS BUSINESS AFFAIRS WITH
THE HIGHEST ETHICAL STANDARDS AND WORK DILIGENTLY TO BE A
RESPECTED CORPORATE CITIZEN WORLDWIDE."

Excerpt From

Corporate Mission Statement

THIS BOOKLET provides information...
- To guide employees so that their business conduct is consistent with the Company's
ethical standards.

- To improve the understanding of the Company's ethical standards among customers,
suppliers and others outside the Company.
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MESSAGE TO EMPLOYEES :

Du Pont has a proud heritage and enjoys an excellent reputation. The Corporate Mission
Statement clearly sets forth our commitment to conduct business with the highest ethical
standards and to work diligently to be a respected corporate
citizen throughout the world.

We operate many diverse businesses in different countries and under a wide range of
competitive situations, subject to a variety of local laws, regulations and cultures. To continue
to be successful, our Company must constantly seek and implement flexible and innovative
ways to achieve our business objectives. Yet, within this environment, we must be unwavering
in continuing to perform on a high ethical level to maintain our valuable reputation-which is so
critical to our longer term success.

It is important that each of us clearly understand our responsibilities for conducting ourseives
in accordance with the policies and procedures that express the Company's ethical standards,
which include compliance with all applicable laws. This "Business Conduct Guide" summarizes
these standards and some of the more important laws to enhance understanding and to enable
each of us to properly conduct Company business. By consistently applying the Company's high
ethical standards to all of our global business relationships, we will continue to support a work
environment and atmosphere that is conducive to individval and Company success.

Chairman of the Board
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COMPLIANCE-EACH EMPLOYEE'S RESPONSIBILITY

As a condition of employment with Du Pont, employees are expected to comply with the
Company's standards of business conduct and underling policies and procedures. This Guide
provides guidance to employees on their basic ethical and legal responsibilities. When in doubt,
employees have the responsibility to seek clarification from their line management or, if
necessary, from Company Legal counsel or a member of Internal Auditing management.
Violations of the Company ethical standards are grounds for disciplinary action up to and
including discharge and possible le-al prosecution.

All employees benefit from an atmosphere of good ethical conduct. Employees who are aware
of suspected misconduct, ille-al activities, fraud, abuse of Company assets or violations Of the
standards in this or the Business Ethics Policy are responsible for reporting such matters to their
line management or a member of local Internal Auditing, management. If preferred, an
employee may elect to report to the General Auditor in Wilmington, Delaware, by calling (302)
774-1300. There will be no retribution against any employee for making, such a report, and
every effort will be made to protect the identity of the reporting employee.

SHARED RESPONSIBILITIES

Du Pont is committed to increasing its value to customers, employees and shareholders by
profitably providing beneficial products and services to worldwide markets. We will fulfill this
commitment while upholding the highest level of ethical conduct and meeting our
responsibilities as a good corporate citizen. Although laws and customs will vary in the many
countries in which we operate, our basic ethical responsibilities are global. The Company's
ethical standards are set forth in this Guide. More detailed guidance on certain ethical policies
can be found in the Business Ethics Policy adopted by the Board of Directors. Under Du Pont
ethical standards, Company employees share certain responsibilities, but individually each is
accountable for:

1.  Becoming familiar with and conducting Company business in compliance with
applicable laws.

2. Adhering, to Company standards for protecting the environment and the safety and
health of our employees, our custemers, our communities and our contractors.

3. Treating all customers and suppliers in an honest and fair manner.

4. Avoiding situations where personal interests are, or appear to be, in conflict with
Company interests.

5. Safeguarding and properly using, Company proprietary information, assets and
resources, as well as those of other organizations entrusted to Du Pont.

6. Maintaining, confidentiality of nonpublic information and not acting on such
information for personal gain.
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7. Exercising, good judgment in making le-al political contributions or in using, political
influence

Underlying these basic responsibilities is the philosophy that we must maintain respect
and dignity for the individual and ensure each person is fairly treated.

Basic guidance on each of these responsibilities is provided on the following pages.

COMPLIANCE WITH THE LAW

Compliance with applicable laws is a critical element of our ethical standards. Because of our
diverse operations, Du Pont is subject to legal requirements that are both numerous and
complex. All employees should understand those laws which apply to them in the performance
of their jobs and ensure that Company operations with which they are involved are conducted in
conformity with those laws. Violation of these laws can seriously damage the Company's
reputation, subject the Company to liability and even subject individual employees to personal
liability. Line management must fully Support each employee in this responsibility and provide
resources necessary for compliance. Questions concerning any le-al responsibility should be
referred to your Du Pont Le-al advisor. Although it is impractical to detail all relevant laws,
here is a list of those that in general have the greatest impact on our businesses.

ANTITRUST

The global activities of the Company are subject to antitrust and competition laws of various
countries. In general, these laws prohibit agreements or actions that may restrain trade or reduce
competition. Violations include agreements among, competitors to fix or control prices; to
boycott specified suppliers or customers; to allocate products, territories or markets, or to limit
the production or sale of products. Special care must be exercised to ensure that any activities
with representatives of other companies are not viewed as a violation of any antitrust law.

The Company's policy with respect to antitrust is set forth in two booklets: "Antitrust
Compliance Guidelines" and "Antitrust Guide for Members of Trade Associations" available
from Du Pont Legal. These should be reviewed by all personnel in marketing and related
activities and those having, contact with competitors.

ENVIRONMENT

In recent years, Governments at all levels and in many countries have enacted very strict laws
in the environmental area. Moreover, enforcement authorities have shown a strong tendency to
enforce criminal laws against corporations and their employees for serious environmental
offenses. Environmental laws govern nearly every aspect of Du Pont operations, especially
those causing emissions of materials to air, land or water. Many incidents such as accidental
releases and spills or newly acquired information indicating that chemicals may pose a health
threat, must be reported to government agencies. Also, many Governments require advance
notification before the Company manufactures or imports new chemicals. Extensive and
continuous employee training programs and effective programs for auditing environmental
performances are essential.
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GOVERNMENT CONTRACTING

In pursuing, business with Governments of various countries, the standards of conduct and
prohibited practices may be different from those adhered to in commercial business. For
example, in the United States, the giving of or offering to accept business courtesies from the
Government is severely limited. Courtesies could even include simple items such as meals and
entertainment. These laws are often complex and impose serious civil and criminal penalties for
violations on both the Company and employees participating in improper practices.

INTERNATIONAL TRADE LAWS

There are several areas in which acts carried out in one part of the world can result in
prosecution under the laws of another country. The most important of these are:

Antiboycort

A boycott is when a person or group of people refuse to do business with certain other people
or countries. One example is the Arab boycott of Israel. The U.S. antiboycott laws generally
prohibit U.S. companies and their subsidiaries from cooperating, with international boycotts
which the United States Government does not sanction. U.S. companies and their worldwide
subsidiaries must report to the U.S. Government any requests they receive to en-a-e in
boycotting activity.

Export Control Laws

Du Pont must comply with all applicable national and multinational export control laws. For
example, U.S. export control laws apply to the export and re-export of U.S. goods and
technology. Under certain circumstances, these laws prohibits subsidiaries of U.S. companies,
including those located outside the United States, from dealing directly or indirectly with
particular countries.

Foreign Corrupt Practices Act (FCPA)

The FCPA was enacted in the U.S. to prohibit payments outside the U.S. by or on behalf of
U.S. companies (and their subsidiaries) to bribe foreign Government officials to secure business.
In addition, the FCPA requires Du Pont to use proper accounting controls and maintain accurate
and reasonably detailed books and records.

SAFETY & HEALTH

Du Pont has long regarded the safety and health of its employees as a core value. In addition,
however, there are extensive local and national laws designed to promote a safe workplace.
These laws are strictly enforced. Any incident which leads to serious injury or death of an
employee is likely to be thoroughly investigated by Governmental agencies. Extensive and
continuous training and regular safety audits are essential for understanding and complying with
safety laws.
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Laws in some countries, particularly the United States, prohibit the use of nonpublic
information obtained as a consequence of Company employment including information about
customers, suppliers or competitors, and proposed acquisitions or divestitures) for the personal
profit of the employee or of anyone as a result of association with the employee. Use for
personal profit includes taking, advantage of such information by trading, or providing
information for others to trade in securities of Du Pont or any other company

COMPLIANCE COMMITTEE

To provide emphasis to our efforts to comply with the law, we have established a “Corporate
Compliance Committee” to oversee our compliance efforts and ensure that the Company has
necessary policies and systems in place to train employees in their legal responsibilities, monitor
compliance and Correct any deficiencies in compliance programs. Any questions concerning
this Committee should be referred to the Office of the Senior Vice President and General
Counsel.

CORPORATE POLICY ON SAFETY, HEALTH AND THE ENVIRONMENT

It is Du Pont policy to conduct its global operations and businesses in a way that will protect
the environment and the safety and health of our employees, our customers, our communities
and our contractors. In addition to complying with applicable laws, we should continuously
strive to make improvements in the following key areas:

* Designing, building and managing our facilities to ensure they are operated safely and
are acceptable to the community.

» Preventing hazardous waste generation and emissions at the source and reusing and
recycling to minimize the need for disposal.

+ Eliminating environmental incidents, including inadvertent releases, leaks and spills.

» Making, using, handling and disposing of our products safely and working with our
customers, distributors and contractors so that they apply similar principles in their
handling of our products.

+ Integrating excellence in safety, health and environmental performance as a core value
at all levels and for every employee.

+ Committing adequate resources to train employees and sustain our commitment to
safety, health and environmental performance.

» Seeking and responding to public values and concerns about the impact of our
operations on safety, health and the environment.

+  Pursuing, sustainable development by developing and using processes and products that
are efficient in their use of energy and by wisely developing natural resources.
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CUSTOMER AND SUPPLIER RELATIONS

Du Pont does not seek to gain any advantage through the improper use of business courtesies
or other inducements. Good judgment and moderation must be exercised to avoid
misinterpretation and adverse effect on the reputation of the Company or its employees.
Offering, giving, soliciting or receiving any form of bribe is prohibited.

BUSINESS COURTESIES

Gifts, favors and entertainment may be given if they :

» are consistent with customary business practices,

* are not excessive in value and cannot be construed as a bribe or payoff,
+ do not violate applicable law or ethical standards, and

* will not embarrass the Company or the employee if publicly disclosed.

Gifts, favors, entertainment or other inducements may not be accepted by employees from any
person or organization that does or seeks business with, or is a competitor of, the Company,
except as common courtesies usually associated with customary business practices. An
especially strict standard applies when suppliers are involved. Favors or entertainment,
appropriate in our sales pro-rams, may not be appropriate or acceptable from suppliers.
Employees should not accept a gift in cash or cash equivalent.

BUSINESS INDUCEMENTS

Sales-related commissions, rebates, discounts, credits and allowances are customary business
inducements, but careful attention is needed to avoid illegal or unethical payments and to ensure
compliance with various currency exchange controls and tax regulations. Such business-
inducement payments must be reasonable in value, competitively justified, properly documented
and made to the business entity to whom the original sales agreement or invoice was
made/issued. They should not be made to individual officers, employees or agents of such
entity or to a related business entity. They should be made only in the country of such entity's
place of business

Similarly, commission payments related to Company purchases of goods and services should
be made only to the seller or provider in the country of their place of business, or in the country
in which the product was delivered or service rendered.

Although discoursed, "facilitating” payments are permitted if they are legal, necessary, follow
an established well recognized practice in the area, and are for administrative actions to which
the Company is clearly entitled. These payments should be properly approved and recorded.

CONFLICTS OF INTEREST

Employees should avoid any situation that may involve a conflict between their personal
interests and the interests of the Company. In dealings with current or potential customers,
suppliers, contractors and competitors, employees should act in the best interests of the
Company to the exclusion of personal advantage. Each employee shall make prompt and full
disclosure in writing to line management of any situation which may involve a conflict of
interest. This includes:
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- Ownership by an employee, or a family member, of a significant financial interest in
any outside enterprise which does or seeks to do business with, or is a competitor of, the
Company. (Real estate and mineral interests are particularly sensitive.)

- Serving as a director, officer, partner, consultant or in any other key role in any outside
enterprise which does or seeks to do business with, or is a competitor of, the Company.

- Acting as a broker, finder or other intermediary for the benefit of a third party in
transactions involving the Company or its interests.

- Any other arrangement or circumstance, including family or other personal
relationships, which might dissuade the employee from acting in the best interest of the
Company

PROTECTION AND USE OF ASSETS

Proper protection and use of Company assets, including, proprietary information, is a
fundamental responsibility of each employee. Employees must comply with site security
programs to safeguard physical property and other assets against unauthorized use or removal,
as well as against loss by criminal act or breach of trust.

INTERNAL CONTROLS

The Company has established accounting control standards and procedures to ensure that
assets are protected and properly used and that financial records and reports are accurate and
reliable. Employees share the responsibility for maintaining and complying with required
internal controls.

REPORTING INTEGRITY

All Company financial reports, accounting records, research reports, sales reports, expense
accounts, time sheets and other documents must accurately and clearly represent the relevant
facts or the true nature of a transaction. Improper or fraudulent accounting, documentation or
financial reporting are contrary to Company policy and may also be in violation of applicable
laws. Intentional accounting misclassifications (e.g., cost versus capital} and improperly
accelerating or deferring expenses or revenues would be examples of unacceptable reporting
practices.

ELECTRONIC INFORMATION

Company data transmitted and/or stored electronically are assets requiring unique protection.
Corporate standards for Electronic Information Security (ELIS) have been adopted and are
available through line management. Each data user through-out the Company is responsible for
compliance with the standards and related procedures

TRAVEL AND ENTERTAINMENT

Travel and entertainment should be consistent with the needs of business. The Company's
intent is that an employee neither lose nor gain financially as a result of business travel and
entertainment. Employees are expected to spend the Company's money as carefully as they
would their own.
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Employees who approve travel and entertainment expense reports are responsible for the
propriety and reasonableness of expenditures, for ensuring that expense reports are submitted
promptly and that receipts and explanations properly support reporied expenses.

INSIDE INFORMATION

Confidential Company information (including business strategies, pending, contracts,
unannounced products, exploration or research results, financial projections or customer lists)
may not be given or released, without proper authority, to anyone not employed by the
Company, or to an employee who has no need for such information.

Nonpublic information obtained as a consequence of Company employment (including
information about customers, suppliers or competitors. real estate acquisitions, exploration or
research activities, and proposed acquisitions or divestitures) may not be used for the personal
profit of the employee or of anyone as a result of association with the employee. Use for
personal profit includes taking advantage of such information by (a) trading or providing
information for others to trade in securities of Du Pont or any other company, or {(b) acquiring a
property interest of any kind, including real estate and oil and gas interests.

COMPETITIVE INTELLIGENCE

The business world is highly competitive and success in it demands an understanding of
competitors' strategies. While collecting data on our competitors, we should utilize all
legitimate resources, but avoid those actions which are illegal, unethical or which could cause
embarrassment to Du Pont. There are established Corporate Guidelines in this area which can
be obtained through line management or from Du Pont Legal

POLITICAL CONTRIBUTIONS

Employees may not make any contribution of Company funds, property or services to any
political party or committee, or to any candidate for or holder of any office of any Government.
This policy does not include, where lawful, (a) the operation of a political action committee, (b)
Company contributions to support or oppose public referenda or similar ballot issues, or (¢)
political contributions which have been reviewed in advance by members of Corporate
management charged with responsibility in this area.

No direct or indirect pressure in any form is to be directed toward employees to make any
political contribution or participate in the support of a political party or the political candidacy
of any individual.

VALUING INDIVIDUAL DIVERSITY

In the conduct of Company business, employees should respect the rights and cultural
differences of individuals. It is the policy of the Company not to discriminate against any
employee or applicant for employment because of ace, race, religion, color, sex, disability,
national origin, ancestry, marital status, sexual orientation or veteran status. Harassment of any
type will not be tolerated.
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FFLIUTTURAITLR 10

Codes of Conduct

Apple Computer

Understanding Parameters

Underlying the way we do business at Apple is one fundamental principle: good
judgement. We deliberately keep policies to a minimum, and prefer to provide
guidelines to assist Apple employees in selecting and evaluating appropriate
actions. We believe it makes more sense to create an atmosphere that supports
good judgment than to list pages and pages of directives and policies.

An understanding of our legal and ethical parameters enhances that judgment.
Apple is a publicly held company, and, as such, has a responsibility to pay
constant attention to all legal boundaries and to comply with all applicable laws.
We have the same obligation to the communities in which we do business and to
the customers with whom we do business.

Apple is also a company that cares deeply about its employees. For this reason,
we, strive to be constant and responsible in our dealings with one another.
Although we realize that no two situations are alike, we aim for consistency and
balance when encountering any ethical issues.

We also expect that those with whom we do business will adhere to the same
standards, as appropriate.

Begin with the Fundamentals
AU perceptions of good judgment revolve around a common ideal. a group of
shared beliefs. At Apple, the way we do business is centered on five simple,

general standards that apply to all Apple employees:

* Apple employees are expected to maintain the highest standards of business
conduct.

* Apple's Global Ethics Brochure is reprinted by permission of Apple Computer.
Inc. Copyright @ 1991 Apple Computer, Inc. Reproduction of all, or any part, of
this brochure requires permission of Apple Computer, Inc. Apple and the Apple
logo are registered trademarks of apple Computer, Inc.
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* Apple employees are expected to be totally honest and ethical 'n all of the
Company's business dealings.

* Apple's business will be conducted in accordance with applicable rules and
laws  and in such a way as to attain the highest standards of corporate
citizenship.

* Each community in which Apple operates should benefit from our presence.

* Itis expected that all Apple employees will respect appropriate confidentiality
of information in their contacts with people outside of Apple, and will be
especially vigilant in contacts with the press or competitors. All press inquiries
should be directed to the Public Relations department or handled as directed by
them. All inquiries from outside lawyers should be referred to Apple's Law
department or handled as directed by them.

Putting the Customer First

We create, manufacture, and market computers for a simple reason: so people can
use them to make their lives better. Our customers remain foremost in our minds.
There is no upper limit on the quality of the products and service that we want to
provide. We strive to understand our customers' needs, we provide customers with
the tools and skills to enhance their use of Apple® products, and we are courteous
and instructive.

Opportunity Is for Everyone

Apple encourages a creative, multiculturally diverse, and supportive work
environment. No action could run more counter to Apple values than
discrimination. Apple policy prohibits discrimination and harassment, and it is the
responsibility of all Apple employees to conform to this policy. Discrimination,
harassment, and slurs or jokes based on a person's race, sex, sexual orientation,
religion, national origin, age, or handicap will not be tolerated concerning
employees, applicants for employment, or others who may be present in the
workplace.

Any Apple employee who feels he or she has been discriminated against or
harassed, or feels he or she has witnessed such action, is strongly encouraged to
report the incident to any member of the Human Resources department or to any
manager, up to and including the Chairman and Chief Executive Officer.

Buying and Selling Apple Stock

Apple policy prohibits Apple employees from making transactions in Apple stock
at a time when the employee may possess material information about Appie that
has not been publicly disclosed. This policy is dictated by United States securities
laws and is applicable worldwide. These securities laws and Apple policy also
apply to members of the households of Apple employees or to others whose
transactions may be attributable to Apple employees. Any violation can lead to
criminal prosecution, civil penalties, and/or termination of employment.
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Material information, in short, is any information that could affect the stock
price. Material information may be either positive or negative in nature. Once a
public announcement has been made of material Apple information, Apple
employees should wait until the second business day after the announcement
before engaging in any transactions. (For example, if an announcement is made on
Monday, trade on Wednesday; if an announcement is made on Friday, trade on
Tuesday.)

United States securities laws and Apple policy also apply to any material
information that Apple employees may have regarding any Apple customer,
vendor, or third party, if the information is not publicly available and a reasonable
person might consider the information relevant to an investment decision.

Members of Apple's Board of Directors and certain officers are subject to more
restrictions on the trading of stock. Any questions regarding insider trading
should be directed to Apple's Law department.

Confidential Information

Information is the sum and substance of Apple's business relationships. Apple's
business and business relationships center on the confidential and proprietary
information of Apple and of those with whom we do business-customers, vendors,
resellers, and others. Imperative upon each Apple employee is the duty to respect
and protect the confidentiality of all such information.

The use of confidential and proprietary information-whether Apple's or a third
party's-is usually covered by a written agreement. In addition to the obligations
imposed by that agreement, ali Apple employees should comply with the
following requirements. First, confidential "information should be received and
disclosed only under the auspices of a written agreement. Second, confidential
information should be disclosed only to those Apple employees who need to
access such information to perform their jobs for Apple. For example, Apple's
proprietary source code should not be disclosed to, or accessible by, anyone
except the Apple engineers who need such source code to do their jobs. Third,
confidential information of a third party should not be used or copied by any
Apple employee except as permitted by the third-party owner (this permission is
usually specified in a written agreement). Fourth, unsolicited third party
confidential information should be refused or, if inadvertently received by an
Apple employee, returned unopened to the third party or transferred to the Apple
Law department for appropriate disposition.

Using Third-Party Copyrighted Material

Apple employees may sometimes need to use third-party copyrighted material to
perform their jobs or to prepare Apple products and promotional materials.
Before such third-party material may be used, an appropriate license must be
obtained. The need for such a license may exist whether or not the end product
containing the third party material is for personal use; for Apple internal,
promotional, or demonstrational use; or for public or commercial distribution.

It is against Apple policy and it may be unlawful for any Apple employee to
copy, reproduce, scan, digitize, broadcast, or modify third-party copyrighted
material when preparing Apple products or promotional materials, unless written
permission from the copyright holder has been obtained prior to the proposed use.
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Improper use could subject both the Company and the individuals involved to
possible civil and criminal actions for copyright infringement.

It is also against Apple policy for Apple employees to use the Company's facilities
for the purpose of making or distributing unauthorized copies of third-party
copyrighted materials for personal use or for use by others.

Environmental Health and Safety

At Apple, meeting the challenges of rapidly expanding and changing technology
means more than making the finest products. We strive to produce those products
in a manner that conserves the environment and protects the safety and health of
our employees, our customers, and the community.

Apple's objective in the environmental health and safety area is to assume a
leadership position. To accomplish this objective, we will:

* Comply with all environmental, health, and safety laws and regulations in those
countries in which we do business.

+ Adopt our own corporate standards for protection of human health and the
environment.

» Provide a safe work environment by integrating a comprehensive program of
safety training and evaluation.

» Strive to anticipate future environmental, health, and safety risks and
regulatory requirements, and have a proactive approach to dealing with them
whenever appropriate.

Apple has proved to be a leader in technology, and believes that a comprehensive
environmental health and safety program is an essential component of our
forward-looking business approach. Our goal of providing a hazard-free work
environment can e achieved by a conscientious effort and commitment to
excellence from all Apple employees.

Keeping It Clean

Conflicts of interest can insidiously compromise employees' business ethics. At Apple,
we perceive a conflict of interest to be any activity that is inconsistent with or opposed
to Apple's best interests, or gives the appearance of impropriety. The way to identify a
conflict is to decide if there is potential for even an appearance of a divided loyalty. To
make things simpler, we've identified a few target areas:

Proper Payments. AU Apple employees are to pay for and receive only that which is
proper. We will make no payments or promises to influence another's acts or decisions,
and we will give no gifts beyond those extended in normal business. We will observe
all government restrictions on gifts and entertainment.
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Interest in Other Businesses. Apple employees and members of their immediate
families must avoid any direct or indirect financial relationship that could cause
divided loyaity. Apple employees must receive written permission from the Apple vice
president for their organization before beginning any employment, business, or
consulting relationship with another company. This doesn't mean, however, that family
members are precluded from being employed by one of Apple's customers, competitors,
or suppliers.

Inventions. Apple employees must receive the written permission of the Apple vice
president for their organization before developing, outside of Apple, any products,
software, or intellectual property that is or may be related to Apple's current or
potential business.

Investments. Passive investments of not more than I percent of total outstanding
shares of companies listed on a national or international securities exchange. or quoted
daily by NASDAQ or any other board, are permitted without Apple's approval-
provided the investment is not so large financially that it creates the appearance of a
conflict of interest or does not involve the use of confidential or proprietary
information.

Market Intelligence. Though market intelligence is important, only authorized Apple
employees should obtain it, and only in straightforward ways. Apple and its employees
must never accept or use information otherwise presented.

Family. Apple employees should avoid conducting Apple business with members of
their families-or others with whom they have significant relationships-in another
business organization, unless they have prior written permission from the Apple vice
president for their organization. Apple employees should 'd a direct reporting
relationship with any member of their families or others with whom they have a
significant relationship.

Tips, Gifts, and Entertainment. Apple employees and members of their families
must not give or receive valuable gifts-including gifts of equipment or more, discounts,
or favored personal treatment-to or from any person associated with Apple vendors or
customers. This is not intended to preclude Apple from receiving or evaluating
appropriate complimentary products and services. It is also not intended to preclude
Apple from making a gift of equipment to a company or organization, provided that the
gift is given openly, with full knowledge by the company or organization, and is
consistent with applicable law.

In rare circumstances, local custom in some countries may call for the exchange of
gifts having more than nominal value as part of the business relationship. In these
situations, gifts may be accepted only on behalf of Apple (not an individual) with the
approval of the employee's managing director and the Apple Law department. Any
gifts received are to be turned over to the Human Resources department for appropriate
disposition. In all cases, the exchange of gifts must be conducted so there is no
appearance of impropriety.

Honoraria. Speaking at events, when it is determined to be in Apple's best interests, is
considered part of an employee's normal job responsibilities. Because employees will
be compensated by Apple for most or all of their time spent preparing for, attending
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and delivering presentations approved by management, employees should not request
or negotiate a fee or receive any form of compensation from the organization that
requested the speech, unless the employee first receives express authorization from the
Apple vice president for their organization.

Favors. Advertising novelties, favors, and entertainment are allowed when the
following conditions are met:

» They're consistent with our business practices.

»  They're of limited value ($50 U.S. dollars or less).
« They don't violate any applicable law.

* Public disclosure wouldn't embarrass Apple.

We can't, of course, list all the possible conflicts. These are examples of the types of
conflicts of interest we expect Apple employees to avoid. Ultimately, it's the
responsibility of each individual to avoid any situation that would even appear to be a
conflict of interest or improper. Employees should feel free to discuss any potential
conflict of interest situations with their supervisors and the Law department.

It's a Matter of Record

Records count. They are a vital part of maintaining a high level of ethical business
transactions. All accounting transactions should be fully described in our record there's
never any reason for false or misleading entries-and payments on Apple's behalf should
never be made other than as described in the records. At Apple, there is no place for
undisclosed or unrecorded funds, payments, or receipts.

All Apple bank accounts that are to be established must first be approved by
Apple's Treasury department. All payments to Apple should be made by recorded and
traceable methods: checks (correctly dated), bank drafts, or bank transfers. No
payments should be made in cash, except petty cash reimbursements.

Dealing with Government Contracts and Other Government Requirements

Apple employees should understand that special requirements may apply when
contracting with any government body (including national, state, provincial. municipal.
or other similar government divisions in local Jurisdictions).

Disclosure and Certification Requirements. In addition to the general high standards
imposed by these guidelines, government agencies often place special disclosure and
certification requirements on firms with which they do business. These requirements
impose on Apple employees the need to be especially vigilant to ensure that our general
business practices conform to special government pricing, contracting, and certification
needs.

In certain situations, for example, Apple may have to certify that it is supplying the
government with its lowest commercial price. Apple may also have to certify that its
prices have been arrived at independently.
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Apple depends on all of its employees to make sure that these and other promises
to the government are satisfied. Any doubts about such matters should be brought
to the attention of the Law department.

Resellers. Apple resellers throughout the world must retain the freedom to
establish their resale prices for Apple products. Apple may publish suggested
retail prices, but Apple may not require or attempt to influence any reseller into
following any particular resale price. Because of the sensitivity of this topic,
Apple employees should not discuss resale prices with any reseller. This a applies
whether discussing the prices of any reseller or of one of the reseller's competitors.
Respecting the independence of the reseller to price Apple products for resale is a
cornerstone of Apple's philosophy of product distribution.

Many countries have laws regarding the prices that manufacturers may charge
resellers. For example, U.S. law prohibits the granting of discriminatory prices to
competing purchasers of the same or similar products if the price difference
affects competition. Similarly, promotional allowances and services need to be
made available to all competing resellers, though the amounts can vary in
proportion to the volume of Apple products purchased by the reseller. Some
exceptions exist to both laws, but any, exception must be carefully considered.

Competitors. Apple needs to be equally careful when dealing with competitors.
Agreements with competitors that affect product pricing or output, or allocation of
customers or sales territories, may be prohibited, because they are counter to the
principle of free competition. Apple employees should not discuss these topics
with competitors, because no acceptable understanding could result. In some
cases, the law may also view our resellers as our competitors.

Advice. Whether they're termed antitrust, competition, or free trade laws, the
rules are designed to keep the marketplace thriving and competitive.
Understanding and applying these laws requires the involvement of Apple's
lawyers. Apple is committed to compliance, and the consequences of errors are
severe. If you have any questions or issues, you should contact the Law
department for assistance.

Making Sure It Works

It's essential that we all keep an eye out for possible infringements of Apple's
business ethics-whether these infringements occur in dealings with the
government or the private sector, and whether they occur because of oversight or
intention. Apple employees who have knowledge of possible violations should
notify, the Human Resources department and the Law department.

To assist employees in the day-to-day protection of our business ethics, we've
compiled a list of some areas in which breaches could occur. We encourage you
to keep an eye out for them.

Danger Areas.

1. Improper or excessive payments of any of the following: Consulting fees.
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Public relations fees.
Advertising fees.

Legal fees.

Agents' fees.

Commissions.

Insurance premiums,

Other professional fees.
Expense reports.

Employee bonuses or compensation arrangements.
Employee loans.
Miscellaneous expenses.
Nondeductible expenses.
Director and officer payments.

2. Questionable payments to agents, consultants, or professionals whose backgrounds
haven't been adequately investigated, who don’t have signed contracts or letters of
engagement, or whose association with Apple would be embarrassing if exposed.

3. Payroll-related expenditures, bonuses, awards, and noncash gifts given to or by
Apple employees without proper approval and adequate documentation.

4. Payments made in cash,

Checks drawn payable to Cash or Bearer.

Transfers to or deposits in the bank account of an individual, rather than in the

account of the company with which we are doing business.

Bank accounts or property titles not in Apple's name.

Billings made higher or lower than normal prices for fees. at a customer’s request.

Payments made for any purpose other than that described in supporting documents.

0. Payments made to employees of customers or agencies through intermediary

persons or organizations, or that seem to deviate from normal business
transactions.

11. Any large, abnormal, unexplained, or individually approved contracts, or
expenditures made without review of supporting documentation. Specific attention
should also be given to large individual gifts.

12. Unusual transactions occurring with nonfunctional, inactive, or shell subsidiaries.

13. Undisclosed or unrecorded assets or liabilities.

14. Use of unethical or questionable means to obtain information, including
information about competitors, or information concerning government acquisition
plans or any procurement decision or action.

15. An employment, consulting, or business relationship between an Apple employee
and another company, especially a company in the same or a related business as
Apple.

16. Frequent trading (buying and selling over short intervals) in Apple stock or the
stock of a company with which we do business.

o

Apple Compliance

Apple is committed to integrity in all of its dealings with employees, customers, and
the general public.

Voluntary disclosures. In accordance with Apple's commitment to an effective
relationship with its customers, it is the Company's policy to make voluntary
disclosures, when appropriate, of problems affecting corporate relationships with any
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client, including any government body, and to cooperate with the appropriate
government agency in any ensuing investigation or audit. Any employee who becomes
aware of a problem or potential problem of the corporation should discuss the issue
promptly with his or her. manager and the Law department. The Law department
should be notified immediately of any government inquiry, investigation, or audit.
Particularly in dealing with government customers, there are numerous rules and

regulations about which employees should consult with their supervisors and the Law
department to be sure Apple is meeting its obligations. Employees are also required to
report to their supervisors and to the Law department any conduct they believe to be
inconsistent with our obligations to the government. Reports will be handled with the
strictest confidentiality within the Company to ensure that no employee suffers
retaliation for bringing these matters to the attention of Apple management and its
attorneys. An employee post office box, referred to as the Apple hotline, has been set
up in the United States to receive such reports on an anonymous basis. These reports
go directly to the Internal Audit department and are treated in a confidential manner.
All information can be sent to:

Apple Computer, Inc.

RO. Box 160444

Cupertino, California 95016-0444

USA

Apple expects all of its employees, including those of Apple's subsidiary corporations,
to comply with all provisions of these guidelines, to rely on their own high standards
and reasoned evaluation in ambiguous situations, and to seek the advice and counsel of
management and the Law department to clarify issues not covered by these guidelines
or good judgment. These guidelines are based in part on various laws, and employees
should be aware that violations of those laws may result in criminal fines and
punishment of the Company and its employees, or adverse judgments in civil lawsuits.
Because of the severity of these issues, the Company may take action against any
employee, contractor, or consultant whose actions have been found to violate these
standards, policies, and guidelines. Such disciplinary action may include termination
from employment or other working relationship.
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RIFUILFTEURLUT 11

QUAKER OATS COMPANY *
1/Introduction

This code has been developed to provide employees, shareholders, suppliers, and
the public with an official statement on how Quaker conducts business

The code specifies that each employee must conduct business in the full spirit
of honest and lawful behavior and must not cause another employee or non-
employee to act otherwise, either through inducement, suggestion, or coercion.

2/Who's Covered

The standards of this code apply to all Quaker employees. Key managers will be
required to complete the signature card and will be responsible for reviewing the
code with each of their employees. In addition, employees having regular
involvement with the purchase or sale of goods or services, or the accounting
thereof, should read this code annually, and some will be asked to complete the
signature card. Also, at the discretion of the supervisor, additional individuals
may be required to read the code and complete the signature card.

3/Conflict of Interest

No officer or employee can have any personal interest outside the Company that
could conflict or appears to conflict with the interest of Quaker or its shareholders.
Conflicts of interest may arise when an employee is in the position where he or
she can use the Company connection for personal or family gain apart from
normal compensation provided through employment.

It is impossible to enumerate all of the situations in which possible conflict
might arise, but the following examples can be given:

Use of Corporate Funds and Assets. The assets of Quaker are much more than
our physical plants, equipment, or corporate funds. They include technologies and
concepts, business strategies and plans, as well as information about our business.
These assets may not be improperly used to provide personal gain for employees,
nor may employees permit others to use Company assets, such as employees,
materials, or equipment for personal purposes.

Confidential information. As part of your job, you may have access to
confidential information about Quaker, its customers, suppliers, and competitors.
Until released to the public by a Company official, this information should not be
disclosed to fellow employees who do not have a business need to know or to non-
employees for any reason, without proper authorization. This includes
information or data on products. financial data, business strategies, operating
plans, corporate manuals, processes, systems, procedures, etc.

* Reprinted by permission of the Quaker Oats Company.
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“Inside” Information. Quaker is subject to a wide variety of complex laws and
regulations governing transactions in corporate securities (stocks and bonds) and
the securities industry. These laws are designed to protect the investing public by
requiring disclosure of material information by the corporations whose securities
are traded publicly. These laws are strictly enforced and violation can lead to civil
and criminal actions against the individuals and the corporation involved.

Employees who know of any material fact about Quaker, which has not been disclosed to the general
public, are said to have access to "inside" information. Some examples are : knowledge of significant
new products or discoveries, sales and earnings figures, major contracts, plans for stock splits or
acquisitions or mergers. Employees may not engage in any transactions in Quaker stocks or bonds until
such information is disclosed to the public, nor may employees provide such information to others
(family members, friends, brokers, etc.).

Personal Financial Gain. Employees should avoid any outside financial interest that could
influence their corporate decisions or actions. Such actions could include, among other things:

» For an employee to have a personal or family interest, either direct or indirect, in an enterprise that
does business or competes with Quaker or its subsidiaries. There are two exceptions to this rule.
The first exception is when such interest is less than I percent of the capital shares (or other
securities) of a corporation whose shares are publicly traded, and it is not a material part of the
employee's income or net worth. The second exception is when the interest has been fully disclosed
and approved by the Corporate Law Department.

* For an employee to loan or to borrow from individuals or concerns that do business with or compete
with the Company or its subsidiaries, except banks and other financial institutions.

Outside Activities. Employees should avoid outside employment or activities that would have a
negative impact on their job performance with Quaker or conflict with their obligations to Quaker.
Such actions might include, among other things:

+ For an employee to serve as an officer, director, employee, or consultant of or receive income from
any enterprise doing business with or competing with the Company or any of its subsidiaries, or
seeking to do so, uniess the relationship has been fully disclosed and approved by the Corporate Law
Department.

» For an employee to accept compensation from outsiders for services or time for which he or she is
being paid by the Company or its subsidiaries, unless the relationship has been fully disclosed and
approved by the Corporate Law Department.

* For any member of management, or any employee in Marketing or Sales or the immediate family of
such member or employee, to hold any interest in any advertising agency or other organization
furnishing advertising, marketing, or sales promotion services, facilities, or materials to the
Company or any of its subsidiaries. (This will not apply to ownership of less than I percent of the
securities of a corporation engaged in operating an advertising medium, such as a broadcasting
network or a magazine, if the securities are listed on a public securities exchange.)

* For a Company officer or any employee whose responsibilities involve commodity purchasing (or
foreign exchange trading) to engage directly (or indirectly through family partners or associates) in
personal trading in commodity futures in grains and commodities (or foreign currencies) used by the
Company. The Company discourages all employees from engaging in commodity futures trading.
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4/Dealing with Suppliers and Customers

Our business is built on integrity in dealing with customers and suppliers.
Therefore, an employee or a member of an employee’s immediate family must not
benefit personally from any purchase of goods or services for the Company or its
subsidiaries, or derive personal gain from transactions made as an employee of the
Company.

The following guidelines are intended to help all employees make the proper
decision in potentially difficult situations:

“Kickbacks” and Rebates. Purchase or sale of goods and services must not
result in employees or their families receiving kickbacks or rebates.

Reciprocity. In many instances, Quaker may purchase goods and/or services
from a supplier who buys products or services from us. This practice is normal
and acceptable, but suppliers may not be asked to buy our products and services in
order to become or continue to be a supplier.

Pricing Practices. All competing distributor customers within the same market
area must be treated on an equitable basis with respect to prices, terms, trade
promotion, and special packings offered, regardless of class of trade or type of
format. Further details on Quaker pricing policies can be obtained from the Law
Department's policy entitled “Antitrust Policy and Guidelines.”

Gifts and Entertainment. To avoid both the reality and the appearance of
improper business relations with suppliers or customers, the following standards
will apply to receipt of gifts and entertainment by employees :

Gifts. Employees may not accept gifts of money under any circumstances nor
may they solicit directly or indirectly non-money gifts, gratuities, or any other
personal benefit or favor of any kind from suppliers, potential suppliers, or
customers.

Employees and members of their immediate families may accept unsolicited,
non-money gifts from a business firm or individual doing or seeking to do
business with Quaker only if (1) the gift is of nominal intrinsic value or (2) the gift
is advertising or promotional material. _

Gifts of more than nominal intrinsic value may be accepted only if protocol,
courtesy, or other special circumstances exist. However, all such gifts must be
reported to the Corporate Law Department, which will determine whether the
employee may keep the gift or must return it.

An employee cannot keep any gift sent directly to his or her home. Such gifts
must be returned to the donor or turned in to the Corporate Law Department,
which will maintain a log of such gifts and will determine whether the employee
may keep the gift or must return it.

Entertainment. Employees may not encourage or solicit directly or indirectly
entertainment from any individual or company with whom Quaker does business.
From time to time, employees may offer and/or accept entertainment, but only if
the entertainment is reasonable, occurs infrequently, and does not involve lavish
expenditures,
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5/Payments to Agents, Consultants, Distributors

Agreements with agents, sales representatives, distributors, and consuitants must
be in writing and must clearly and accurately set forth the services to be
performed. the basis for earning the commission or fee involved, and the
applicable discount, rate, or fee. The amount must not be excessive in light of the
practice in the trade and be commensurate with the value of services rendered.
The agent, sales representative, distributor, or consultant must be advised that the
agreement may be publicly disclosed and must agree to such public disclosure. In
some foreign countries, local laws may prohibit the use of agents or limit the rate
of commission or fee.

Sales to third parties may not be billed at prices exceeding the established net
price for the product. This ensures against overbilling and possible rebate abuses.

6/Payments to Countries Other than Payee's Residence

Requests by payees (third parties) for payment of fees or commissions to the
payee's account in a country other than the payee's residence or place of business
- may not be made without prior approval of the Corporate Law Department.

7/Payments to Government Employees

No payment of money, gifts, services, entertainment, or anything of value may be
offered or made available in any amount, directly or indirectly, to any government
official or employee in any country. However, with prior approval of the
Corporate Law Department, paymetts in nominal amounts may be made to low-
level foreign government (non-U.S.) employees, whose duties are essentially
ministerial or clerical, for the purpose of processing or expediting routine matters.

8/Import Restrictions

When traveling on Company business, employees must adhere to each country's
laws regarding declaration and importation of money, negotiable instruments, and
goods. Any goods for which an import license has not been obtained should not be
carried into a country by an employee. Any questions regarding specific rules for
each country should be referred to the Corporate Law Department.

9/Books and Records

AU books and records throughout the Company must be accurate and fairly reflect
the underlying transactions. It is each employee's responsibility to ensure that
documents supporting the accounting records (receipts, disbursements, journal
entries) contain wording which clearly describes the reason and purpose for the
transaction.

It is each employee's responsibility to assure that all necessary accruals are made
on a timely basis.

A complete description of guidelines for maintaining accounting records is
contained in the Corporate Controller's Policy Manual (#01-01-017).
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10/Competitive Practices

Collaboration with competitors in violation of the law on such things as pricing,
production, marketing, inventories, product development, sales territories and
goals, market studies, and proprietary or confidential information is prohibited.

Information about Competitors. As a competitor in the marketplace, we
continually seek economic knowledge about our competition. However, we will
not engage in illegal or improper acts to acquire a competitor's trade secrets,
customer lists, information about company facilities, technical developments, or
operations. In addition, we will not hire competitors' employees to obtain
confidential information or urge competitive personnel or customers to disclose
confidential information.

11/Political Activities and Contributions

12/Implementation

Quaker encourages each of its employees to be good citizens and to fully,
participate in the political process. Employees should however, be aware that
(1} laws in most countries prohibit Quaker from contributing to political
candidates, political parties, or party officials; and (2) employees who participate
in partisan political activities must make every effort to ensure that they do not
leave the impression that they speak or act for Quaker. However, individual
contributions to the Public Interest Committee of The Quaker Qats Company, a
U.S. employee organization, are legal and an appropriate means for Quaker
employees to support candidates for the U.S. Congress.

Quaker Employees. As a Quaker employee, you are required to report dishonest
or illegal activities as well as probable violations of provisions of this code
outlined above by other employees to your superior. If a satisfactory response is
not recein,ed from your supervisor, you should contact either the Vice President-
Corporate Controller and Planning, Terry G. Westbrook, (312) 222-8906; or the
Senior Vice President-Law. Corporate Affairs, and Corporate Secretary, Luther
C. McKinney, {312) 222-7855. Failure to submit such information or to submit
facts which are known to be false is a violation of the code. Also, it is a serious
violation for any Quaker manager to initiate or encourage reprisal action against
any person who in good faith reports known or suspected code violations.

Board of Directors. The Board is ultimately responsible to the shareholders for
assuring that the business of Quaker is conducted in accordance with the code.
The Board, through its own Audit Committee, will help assure that the code is
properly administered. If willful violations are ascertained to have taken place,
the Board shall ensur¢ that the legal rights of individuals are protected, that
Quaker's legal obligations are fulfilled, and that proper disciplinary and legal
action is taken. The Board will further see that corrective measure and safeguards
are instituted to prevent recurrence of violations.

Officers and Managers. All officers and managers are responsible for reviewing
this code with each of their employees. New employees shall read, and some may
be asked to complete, the signature card upon employment.
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AMERICAN MARKETING ASSOCTATION*

Members of the American Marketing Association (AMA) are committed to ethical
professional conduct. They have joined together in subscribing to this Code of
Ethics embracing the following topics:

Responsibilities of the Marketer

Marketers must accept responsibility for the consequence of their activities and
make every effort to ensure that their decisions. recommendations, and actions
function to identify, serve, and satisfy all relevant publics: customers,
organizations, and society Marketers' professional conduct must be guided by:

Ll & e

Honesty and Fairness

The basic rule of professional ethics: not knowingly to do harm.

The adherence to all applicabie laws and regulations.

The accurate representation of their education, training, and experience.
The active support, practice, and promotion of this Code of Ethics.

Marketers shall uphold and advance the integrity, honor, and dignity of the
marketing profession by:

1.
2.

3,

Being honest in serving consumers, clients, employees, suppliers,
distributors, and the public.

Not knowingly participating in conflict of interest without prior notice to all
parties involved.

Establishing equitable fee schedules, including the payment or receipt of
usual customary, and/or legal compensation for marketing exchanges.

Rights and Duties of Parties in the Marketing Exchange Process

Participants in the marketing exchange process should be able to expect that:

1.
2.
3.

Products and services offered are safe and fit for their intended uses.
Communications about offered products and services are not deceptive.
AU parties intend to discharge their obligations, financial and otherwise,
in good faith.

* Reprinted by permission of the American Marketing Asociation.



